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(57) ABSTRACT

There is provided an apparatus caused to at least cause a
reception of information from a second device, wherein the
information indicates a need to utilize the network capacity of
the apparatus by the second device; detect an identifier of the
second device in order to enable identification of the second
device; determine whether or not to allow the second device
to utilize the network capacity on the basis of the identifica-
tion; upon deciding to allow the second device to utilize the
network capacity of the apparatus, apply an optimal SIM
among a plurality of SIMs in accessing a network to be
shared, wherein the apparatus comprises the plurality of SIMs
and the optimal SIM is selected among the plurality of SIMs
on the basis of predetermined criteria; and cause transfer of
data between the second device and the accessed network.
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300 CAUSE A RECEPTION OF INFORMATION FROM A SECOND DEVICE, WHEREIN THE INFORMATION
INDICATES A NEED TO UTILIZE THE NETWORK CAPACITY OF THE APPARATUS BY THE SECOND DEVICE

302 DETECT AN iDENTIFIER OF THE SECOND DEVICE {N ORDER TO ENABLE
IDENTIFICATION OF THE SECOND DEVICE

304 DETERMINE WHETHER OR NOT TO ALLOW THE SECOND DEVICE TO UTILIZE
THE NETWORK CAPACITY ON THE BASIS OF THE IDENTIFICATION

306 UPON DECIDING TO ALLOW THE SECOND DEVICE TO UTILIZE THE NETWORK CAPACITY OF THE
APPARATUS, APPLY AN OPTIMAL SIM AMONG A PLURALITY OF SIMS 1N ACCESSING A NETWORK

T0 BE SHARED, WHEREIN THE APPARATUS COMPRISES THE PLURALITY OF SIMS AND THE OPTIMAL
SIM IS SELECTED AMONG THE PLURALITY OF SIMS ON THE BASIS OF PREDETERMINED CRITERIA

308 CAUSE TRANSFER OF DATA BETWEEN THE SECOND DEVICE AND THE ACCESSED NETWORK
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1
SHARING NETWORK CAPACITY WITH
ANOTHER DEVICE

FIELD

The invention relates generally to communication net-
works. More particularly, the invention relates to sharing the
network capacity of a certain device with another device.

BACKGROUND

There may be situations where a device in the need of a
network connection is not in the coverage area of any wireless
network. Instead of moving to another location, it may be
possible that the device utilizes the network connection of
another device locating nearby. However, there are several
issues that need to be solved in such scenario.

BRIEF DESCRIPTION OF THE INVENTION

According to an aspect of the invention, there is provided
an apparatus as specified in claim 1.

According to an aspect of the invention, there is provided a
method as specified in claim 13.

According to an aspect of the invention, there is provided a
computer program product as specified in claim 14.

According to an aspect of the invention, there is provided a
computer-readable distribution medium carrying the above-
mentioned computer program product.

According to an aspect of the invention, there is provided
an apparatus comprising processing means configured to
cause the apparatus to perform any of the embodiments as
described in the appended claims.

According to an aspect of the invention, there is provided
an apparatus comprising a processing system configured to
cause the apparatus to perform any of the embodiments as
described in the appended claims.

According to an aspect of the invention, there is provided
an apparatus comprising means for performing any of the
embodiments as described in the appended claims.

Embodiments of the invention are defined in the dependent
claims.

LIST OF DRAWINGS

In the following, the invention will be described in greater
detail with reference to the embodiments and the accompa-
nying drawings, in which

FIG. 1 presents a communication scenario according to an
embodiment;

FIG. 2 shows an apparatus according to an embodiment;

FIG. 3 shows a method according to an embodiment;

FIGS. 4A, 4B and 5 illustrate communication scenario
according to some embodiments;

FIG. 6 depicts a signaling flow diagram according to an
embodiment; and

FIG. 7 illustrates how the apparatus interoperates with a
mobile phone, according to an embodiment.

DESCRIPTION OF EMBODIMENTS

The following embodiments are exemplary. Although the
specification may refer to “an”, “one”, or “some” embodi-
ment(s) in several locations of the text, this does not neces-
sarily mean that each reference is made to the same embodi-
ment(s), or that a particular feature only applies to a single
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2

embodiment. Single features of different embodiments may
also be combined to provide other embodiments.

It may often happen that a certain device needs to access to
a network which is present in the location of the device.
However, the use of the existing network without a certain
prerequisite may be denied. It may also be that any free-to-use
wireless network is unavailable at the location. It may also be
that the available network is expensive to use. The prerequi-
site may be that the device is required to comprise a certain at
least one subscriber identity module (SIM), for example. As
known to a skilled person, the SIM is a logical entity on the
physical card storing user subscriber information, authenti-
cation information, text messages, and phone book contacts,
for example.

In an embodiment, the network requiring the prerequisite
for access may be a wireless cellular communication net-
work. In another embodiment, the network requiring the pre-
requisite for access is a wireless local area network (WLAN),
also requiring a certain SIM(s) for the access, or alike net-
work. However, let as assume that the network is a cellular
network. Owing to the information of the SIM, a device
associated with the SIM may connect to cellular communi-
cation network, such as to the 2G, 3G or to the long term
evolution (LTE) networks, for example. The cellular commu-
nication network may apply communication services accord-
ing to at least one of the following radio access technologies
(RATs): Worldwide Interoperability for Microwave Access
(Wi-MAX), Global System for Mobile communications
(GSM, 2G), GSM EDGE radio access Network (GERAN),
General Packet Radio Service (GRPS), Universal Mobile
Telecommunication System (UMTS, 3G) based on basic
wideband-code division multiple access (W-CDMA), high-
speed packet access (HSPA), the long term evolution (LTE),
and/or LTE Advanced (LTE-A).

However, as the device does not comprise the required
SIM, the access to the network may be denied or the SIM in
use would mean roaming from one operator to another which
may be expensive, slow or otherwise not good enough for use.
Therefore, the device may need to explore further options for
the network access and data transfers via the network. This is
shown in FIG. 1, where the device 140 may be seen as the
device requiring an access to the network 180 but being
denied of such direct access to the network 180, as shown
with a cross 182. Therefore, the device 140 may consider
utilizing the network capacity of another device 100. As
shown, the device 100 (whose network capacity may be uti-
lized by the device 140) may comprise a set of SIMs, one of
which maybe the one that is required for the network 180
access, for example. Let us take a closer look of the apparatus
100.

An embodiment, as shown in FIG. 2, provides an apparatus
100 comprising a control circuitry (CTRL), such as at least
one processor 102, and at least one memory 104 including a
computer program code (PROG), wherein the at least one
memory 104 and the computer program code (PROG), are
configured, with the at least one processor 102, to cause the
apparatus 100 to carry out any of the embodiments presented
in the application with respect to the apparatus 100. It should
be noted that FIG. 2 shows only the elements and functional
entities required for understanding a processing system of the
apparatus 100. Other components have been omitted for rea-
sons of simplicity. It is apparent to a person skilled in the art
that the apparatus may also comprise other functions and
structures.

In an embodiment, the apparatus 100 may be a mobile
wireless communication terminal, an accessory of a mobile
wireless communication terminal, a combination of a mobile
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wireless communication terminal and an accessory of the
mobile wireless communication terminal, an accessory of a
mobile terminal, a combination of a mobile terminal and an
accessory of the mobile terminal, or a USB (Universal Serial
Bus) modem, or any other suitable mobile terminal capable of
employing a set of subscriber identity modules 114, such as a
mobile phone, a tablet, a portable computer, or a computer.
Alternatively, the apparatus 100 is comprised in such a ter-
minal device. Further, the apparatus 100 may be or comprise
a module (to be attached to the apparatus) providing connec-
tivity, such as a plug-in unit, an “USB dangle”, or any other
kind of unit. Therefore, the apparatus 100 may be understood
to comprise, be, or be comprised in a device.

The apparatus 100 may further comprise radio interface
component unit (TRX) 106 providing the apparatus with
radio communication capabilities with the radio access net-
work 180. The radio interface components 106 may comprise
standard well-known components such as amplifier, filter,
frequency-converter, (de)modulator, and encoder/decoder
circuitries and one or more antennas. The TRX 106 may also
be applied for communication with the device 140, for
example.

The apparatus 100 may also comprise a user interface 108
comprising, for example, at least one keypad, a microphone,
a touch display, a display, a speaker, etc. The user interface
may be used to control the apparatus by the user. However, in
another embodiment, there is no user interface in the appara-
tus 100. Le. the end user may not be able to interact with the
apparatus 100 by means of a touch display or mouse, for
example. In this case, a skilled person may appreciate the
automated processes carried out in the apparatus 100.

As said, the apparatus 100 may comprise a control circuitry
102, e.g. a chip, a processor, a micro controller, or a combi-
nation of such circuitries causing the apparatus to perform
any of the embodiments of the invention. The control cir-
cuitry 102 may be implemented with a separate digital signal
processor provided with suitable software embedded on a
computer readable medium, or with a separate logic circuit,
such as an application specific integrated circuit (ASIC). The
control circuitry 102 may comprise an interface, such as
computer port, for providing communication capabilities.

The memory 104 may store software (PROG) executable
by the at least one control circuitry 102. The memory 104 may
be connected to the control circuitry 102. However, memory
may also be integrated to the control circuitry 102 and, thus,
no memory 104 may be required. The memory 104 may be
implemented using any suitable data storage technology, such
as semiconductor based memory devices, flash memory,
magnetic memory devices and systems, optical memory
devices and systems, fixed memory and removable memory.

The control circuitry 102 may comprise a network sharing
circuitry 110 and a SIM selection circuitry 112. The functions
of these circuitries 110 and 112 are detailed later.

In an embodiment, the apparatus 100 comprises a set of
SIMs #1 . . . #N, as shown with reference numeral 114 in FIG.
2. The number of the subscriber identity modules may vary
according to the circumstances, but there are at least two
subscriber identity modules. One subscriber identity module
may be a default subscriber identity module used normally (in
user’s home location or in a network where he/she has the
coverage of the default home network, for example). Even a
virtual subscriber identity module is feasible: it is a mobile
phone number provided by a mobile network operator that
does not require a SIM card to connect phone calls to the
user’s mobile terminal. In such a scenario, the at least one
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memory 104 of the apparatus 100 may be used to store sub-
scriber data of the virtual subscriber identity module as
required.

As known by a skilled person, different public land mobile
networks (PLMNs) are available in different locations, such
as in different countries. One of'the PLMNs may be provided
by the home operator. This may be the typical home PLMN
the apparatus first (tries to) select. However, for example,
when travelling, the home PLMN may not be available and
the apparatus 100 needs to connect to another network.
Roaming is the ability for a cellular customer to automatically
make and receive voice calls, send and receive data, or access
other services when travelling outside the geographical cov-
erage area of the home network, by means of using a visited
network. Roaming is technically supported by mobility man-
agement, authentication and billing procedures.

Unless the device carried by the traveller comprises the
local SIM card corresponding to the local PLMN, the traveller
may need to pay additional costs to access the network via
roaming. As may be appreciated by a skilled person, owing to
the set of SIMs #1 to #N, the apparatus 100 may have the
ability to apply a current local network even when locating
outside the coverage area of the typical or usual home net-
work. This is because the plurality of SIMs may be related to
different networks (PLMNs). Therefore, in one location a first
SIM capable of connecting to a home network of the first SIM
may be applied. In another location, a second SIM capable of
connecting to a home network of the second SIM may be
applied. This may simplify making phone calls and data
transfers abroad, for example. Costs of making such data
transfers abroad may be reduced as well.

The above is especially valid for cellular networks where
typically a plurality of PLMNs exists. However, it should be
noted that some wireless networks, such as WLANs, may
require information related to the SIM of the apparatus 100
before allowing a connection to be established. Some net-
works may require the SIM to be provided by the same, or
related, operator as the wireless network is, for example.
Therefore, the existence of certain at least one SIM may be
prerequisite for accessing the WLAN. For example, it may be
that those WL AN, which are provided by an operator whose
SIM is not in the apparatus 100, may not be accessed by the
apparatus 100. Therefore, it may be advantageous to have the
proposed solution performed in an apparatus equipped with
multiple SIMs.

In an embodiment, the SIMs, e.g. the SIM cards, in the
device 100 are prepaid SIM cards. The prepaid SIM cards
may be purchased by a certain service provider, such as
UROS®. The service provider may have installed the SIM
cards to the device 100 as well. However, the user of the
device 100 may have done the installation instead. The device
100 may then apply the prepaid SIMs for as long as the
balance of each SIM card allows. The prepaid SIM cards may
correspond to a plurality of local PLMNs for different loca-
tions. For example, one prepaid SIM card may correspond to
a network provided by Elisa, Finland, whereas another pre-
paid SIM card may correspond to a network provided by
Orange, France. The service provider may charge the user for
the prepaid SIM cards, for example. Applying prepaid SIMs
may be advantageous as then the device may know how much
balance is left in each prepaid SIM card. Further, as the user
may not exceed the balance of the prepaid SIM card, the costs
remain reasonable, i.e. within the limits set by the prepaid
SIM cards.

FIG. 3 shows a method proposed to be carried out by the
apparatus 100 in which a multi SIM device 100 may share the
network to another device. As said, the apparatus 100 may
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comprise a plurality of SIMs 114. Each of them may corre-
spond to a specific public land mobile network (PLMN), as
described above. The apparatus 100 may also comprise the
communication interface 106 for connecting to a network,
such as to an 802.11 network or to a cellular network, for
example.

Further, the apparatus 100 may comprise the at least one
processor 102 and the at least one memory 104 including a
computer program code (PROG), wherein the at least one
memory 104 and the computer program code (PROG) are
configured, with the at least one processor 102, to cause the
apparatus 100 (i.e. the first device/apparatus) to receive, in
step 300 of FIG. 3, information from a second device 140,
wherein the information indicates a need to utilize the net-
work capacity of the apparatus 100 by the second device 140.
In an embodiment, the information received from the second
device 140 is a request of to utilize the network capacity of the
device/apparatus 100.

In this light it may be understood that the apparatus 100
may, in an embodiment, be configured to serve as a wireless
hot spot, i.e. as a link for the other devices to access the
Internet, for example. As a wireless hot spot, the device 100
may share its (cellular or WLAN) network connection to
other devices, such as to other UROS® devices). It may be
that the second device 140 has been searching for available
networks and through the search encountered the network
available via the first device 100. Alternatively, the second
device 140 may discover the first device 100 locating nearby
via any device discovery procedure known to skilled person,
such as a device-to-device discovery, for example. The first
device 100 may, for example, inform other devices within a
certain range about the presence in the area via broadcasting,
multicasting, etc.

Thereafter, the apparatus 100 may, in step 302, detect an
identifier of the second device 140 in order to enable identi-
fication of the second device. In an embodiment, the identifier
is a medium access control (MAC) address of the second
device 100. Each device is allocated a certain MAC address
and, consequently, the device 140 is identifiable by the MAC
address. Alternatively any other identifier will do as long as
the second device 140 may be uniquely identified on the basis
of the identifier. There may a plurality of identifiers detected
from the second device 140. Such use of many identifiers may
increase the probabilities of correct identification and, thus,
decrease the changes of possible misuse or falsification of an
identifier. The first device 100 may obtain the identifier from
the second device 140 via a dedicated communication link or
via broadcast of information from the second device 140. The
apparatus 100 may acquire the identity of the second device
140 by accessing a database stored in the network 180 and by
comparing the obtained identifier to the database. In case the
other device is another UROS® device, i.e. the service pro-
vider for the devices 100 and 140 is the same, the identifica-
tion of the second device 140 may be simplified. In such
scenario, the first device 100 may identify the second device
140 by examining its own database stored in the memory 104
or the database of the service provider in the network 180. In
yet another embodiment, the first device 100 sends the iden-
tifying data of the second device 140 to the service provider,
which then either identifies or verifies the identification from
its database. Thereafter, the service provider 190 may give or
reject the access of the second device 140 to the network 180.

Consequently, the apparatus 100 may in step 304 deter-
mine whether or not to allow the second device to utilize the
network capacity on the basis of the identification. One cri-
terion may be that the second device needs to be identified. In
an embodiment, the device 100 may decide not to allow the
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6

second device 140 to utilize the network capacity of the
apparatus 100 upon not being able to identify the second
device 140. This may be advantageous for avoiding the mis-
use of the network capacity of the first device 100. For
example, any unauthenticated device may not be allowed to
utilize the capabilities of the first device 100.

Further, the device 100 may, in step 306, upon deciding to
allow the second device 140 to utilize the network capacity of
the apparatus 100, apply an optimal SIM among the plurality
of' SIMs 114 in accessing a network 180 to be shared. As said,
the apparatus 100 comprises the plurality of SIMs 114. The
optimal SIM may be selected among the plurality of SIMs
114 on the basis of predetermined criteria. Once the network
180 is accessed, the apparatus 100 may cause transter of data
between the second device 140 and the accessed network 140
in step 308. Let us first take a look at the possible communi-
cation techniques applied and then discuss the application of
the optimal SIM.

The apparatus 100 and the second device 140 may com-
municate via at least one of the following communication
techniques: wireless network, Bluetooth, infrared. Even a
wireless connection is feasible in some embodiments. As a
result, the apparatus 100 may cause transmission and/or
reception of data to and/or from the second device 140 by
applying one of the above mentioned techniques in the com-
munication connection 184 of FIG. 1.

As said, in an embodiment, the shared network capacity
may be with respect to a wireless cellular communication
network. In this case, the radio access network connection
186 to/from the apparatus 100 may be based on, for example,
2@, 3G, or the LTE/LTE-A. Alternatively, the network to be
shared may be a WLAN or alike substantially local area
wireless network having a prerequisite with respect to a pres-
ence of a certain SIM. In such scenario, the radio access
communication 186 to/from the network 180 may apply
broadband communication techniques, for example.

In an embodiment, the apparatus 100 may also allocate an
authentication code to the second device 140 for accessing the
network 180 through the apparatus 100. The second device
140 may then apply the received authentication code when
transferring data via the apparatus 100. This may be advan-
tageous as then the any third device may not be able to access
the network 180 via the first apparatus 100 without permis-
sion from the first device 100.

The network sharing circuitry 110 of FIG. 2 may be
responsible for performing the network sharing with the sec-
ond device 140. The circuitry 110 may thus decide how much
capacity to share, the type of the sharing and/or whether to
allow the second device 140 to utilize the network capacity at
all. The sharing may be exclusive in a way that the device 100
allows only the second device 140 to utilize the network
capacity of the apparatus 100. Alternatively, the device 100
may allocate only part of its network capacity to the second
device 140. This is shown in FIGS. 4A and 4B, where, in FIG.
4A, it is depicted that the apparatus 100 may block the third
apparatus 400 from accessing the network 180 shared by the
apparatus 100, as shown with the cross 402. Only the second
apparatus 140 is approved to access the shared network 180.
It may even be that the apparatus 100 allocates all of its
network resources/capacity to be utilized by the second
device 140, i.e. the first apparatus 100 may not perform any
data transfers to/from the network 180 for the purposes of the
device 100, but only with respect to the second device 140.
Alternatively, the sharing may be non-exclusive as shown in
FIG. 4B, where the apparatus 100 may share only part of its
network capacity to the second device 140 and additionally
allow other devices, such as the device 400, to apply the
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network capacity of the first apparatus 100. I.e. the apparatus
100 may share the network with a plurality of other devices
140 and 400. Such non-exclusive share of the network capac-
ity may be advantageous as it may increase the dynamic
nature of the communication network, for example. However,
the exclusive sharing may simplify the processes of the appa-
ratus 100.

As an example of network sharing, the apparatus 100 may
allocate a certain amount of percentage of'its network capac-
ity to the at least one second device 140. The percentage may
be anything between 0 and 100 per cents. The apparatus 100
may allocate, for example, 10 per cents of its network capac-
ity to the second device 140. In other words, the second device
100 may use 10 per cents of the network capacity of the first
device 100 for its own purposes. The amount of network
capacity shared may be measureable with respect to band-
width or time, for example.

In an embodiment, the apparatus 100 may acquire infor-
mation from the entity 190 of FIG. 1 responsible of invoicing
data transfers with respect to the applied SIM, wherein the
information indicates whether or not the network capacity of
the apparatus with respect to the applied SIM may be utilized
temporarily by the second device. E.g. the apparatus 100 may
verify from the entity 190 that the network capacity of the
apparatus 100 with respect to that SIM may be utilized by
another, identified device 140. Such entity 190 may be, for
example, the provider of the PLMN or WL AN corresponding
to the to-be-applied SIM, such as Elisa®, or the service pro-
vider of the apparatus 100, such as the UROS®. For example,
in the case the SIMs 114 are prepaid SIM cards, the service
provider (UROS®) may have already paid for the use of the
SIMs (up to a certain predetermined amount) and, thus, the
service provider may be seen as the entity 190 responsible of
invoicing data transfers with respect to the SIM. Such verifi-
cation may be advantageous as the entity 190 may have cer-
tain unauthorized users which the apparatus 100 may be
unaware of. Such lack of authorization may be due to unpaid
bills, for example. Thus, the entity 190 may inform the appa-
ratus 100 that the network sharing with the device 140 is or is
not acceptable.

The apparatus 100 may detect, on the basis of the identifier
of'the second device 140, that the service provider 190 of the
second device 140 is the same as that of the apparatus 100.
Consequently, the apparatus 100 may identify the second
device 140, on the basis of the device identification informa-
tion accessible by the apparatus 100. The database may be
stored in eh memory 104 of the apparatus 100, for example.

Let us take a closer look on how the apparatus 100, and
more particularly, the SIM selection circuitry 112 of FIG. 2,
performs the optimal SIM selection. As shown in FIG. 2, the
apparatus 100 may comprise a plurality of SIMs 114. In an
embodiment, there are at least three SIMs, such as three
prepaid SIM cards, in the set of SIMs 114 comprised in the
apparatus 100. Such use of many SIMs may allow a high
degree of flexibility for the device 100 in selecting the optimal
SIM in different locations, for example. It is to be noted that
typically devices, e.g. devices that may share network with
another device, such as mobile phone hot spots, have only one
default SIM, which is used in accessing the network.

However, in the proposed solution, the apparatus 100 may
select one the plurality of SIMs 114 to be applied in accessing
the network 180 via the communication connection 186. The
SIM may be selected for the purposes of improving or
enabling the communication between the second device 140
and the network 180. In other words, in an embodiment, the
requirements of the first device 100, with respect to which
SIM is to be applied, may be disregarded and the require-
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ments of the second device 140 may be taken into account.
Thus, in this embodiment, the predetermined criteria take into
account data relating to the plurality of subscriber identity
modules 114 in the apparatus and data relating to the second
device 140.

However, in an embodiment, the requirements of the
device 100 are prioritized and the SIM is selected based on the
needs of the apparatus 100. Thus, the predetermined criteria
take into account data relating to the plurality of subscriber
identity modules 114 in the apparatus and data relating to the
apparatus 100. It should be noted that in an embodiment, the
requirements of both, the apparatus 100 and the second
device 140 are taken into account. With this kind of process-
ing, utilization of many and wide range of subscriber identity
modules 114 becomes possible, and, furthermore, selection
of the right subscriber identity module based on the needs of
the apparatus 100 or and/or the needs of the second device
140 becomes user friendly and automatic (or at least semi-
automatic if user interaction is required for the selection or its
confirmation).

It should be noted that, in an embodiment, the optimal SIM
has already been selected prior to the second device 140
requests the network access. Thus, in such case the first device
100 may continue to apply the previously selected SIM. How-
ever, if the data relating to the second device 140 is taken into
account in the selection of the optimal SIM, then it may be
that the optimal SIM is re-selected at least partly on the basis
of the acquired data from the second device 140. As a result,
the optimal SIM now selected may be the same or different
than the SIM that was previously selected.

Let us next consider what the data relating to the SIMs 114
may comprise. Inan example embodiment, obtaining the data
relating to the subscriber identity modules comprises at least
one of the following: reading the data from the subscriber
identity modules, receiving the data wirelessly from a service
provider, such as the UROS®, or receiving the data from a
user interface manipulated by a user, for example. The data
relating to the subscriber identity modules 114 may include,
for example, a unique serial number (Integrated Circuit Card
Identifier, ICCID) of the SIM card, internationally unique
number of the subscriber (International Mobile Subscriber
Identity, IMSI), security authentication and ciphering infor-
mation for the subscriber (such as an authentication key Ki),
temporary information related to the local network, a list of
the services the subscriber has access to, an operator-specific
emergency number, two passwords (personal identification
number, PIN, for ordinary use, and PIN unlock code, PUK,
for PIN unlocking), and other data. The subscriber data may
also include other specific data such as the short message
service centre (SMSC) number, service provider name
(SPN), service dialing numbers (SDN), advice-of-charge
parameters, and value added service (VAS) applications. Fur-
ther information may be found in the GSM Technical Speci-
fication 11.11.

Let us next consider the data relating to the apparatus 100
and/or to the second device 140. Each of the below mentioned
information items may also be obtained with respect to the
apparatus 100, in case the requirements of the apparatus 100
are prioritized and/or taken into account. However, for the
sake of simplicity, let us consider these information items
being related to the second device 140 in the following. In an
embodiment, the apparatus 100 may be caused to obtain data
relating to the second device, wherein the obtained data indi-
cates at least one of the following: location of the second
device 140, country code of the second device 140, time with
respect to the second device 140, date with respect to the
second device 140, day of the week with respect to the second
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device 140, information of available operators with respect to
the second device 140, information of available networks
with respect to the second device 140, type of the second
device 140, model (Nokia® N9, Samsung® Galaxy, Apple®
iPhone 4, a device with a plurality of SIMs, etc.) of the second
device 140, info about applications (games, email, Skype™,
etc.) in use or used in the second device 140.

Location of the second device 140 may be obtained so that
the apparatus 100 may select which SIM to apply in order to
allow the second device 140 to communicate through the
current home network without roaming. Location of the sec-
ond device 140 may be obtained by use of a satellite naviga-
tion receiver of the second device 140, for example, but also
from cellular location based info, such as a location and/or
tracking area, for example. Time, date, and day of the week
may be obtained from a watch/calendar application of the
second device 140 or of any device coupled/associated with
the second device 140, and such information may be relevant
when deciding which subscriber identity module 114 to use
as the charges may vary according to the time of day, day of
the week, or also during special holidays. Information relat-
ing to the available operators and available networks may be
obtained from an appropriate application of the second device
140 as the second device 140 may listen to certain frequen-
cies. Such information may also be relevant for deciding the
right subscriber identity module 114 for use as the user may
have some preferences relating to the operator, and also the
type of the network may affect the decision. The type of the
network, for example, may set limits to the data transfer rate,
and depending on the user’s requirements, a high enough data
transfer rate may be desirable. The data relating to the second
device 140 may be obtained via the connection 184 of FIG. 1,
for example.

In an embodiment, the predetermined criteria for selecting
the SIM comprises selecting the optimal SIM on the basis of
network coverage criterion, available services criterion, qual-
ity of service criterion, costs of using the subscriber identity
module criterion, location of the apparatus or the of second
device criterion. Thus, the SIM may be selected so that there
is high enough signal quality, so that at least certain service(s)
are available, so that the costs per data unit transferred is
below a certain limit, or so that the local PLMN without
roaming may be applied, for example.

The various criteria may be used alone or in combination.
A simple selection ground may be formulated as follows:
“Use the cheapest subscriber identity module 114 that pro-
vides the required service at the required quality of service in
the present location of the second device 140 by network
operator A if available, and if operator A is not available then
by any other operator fulfilling the criteria”. However, this is
only one non-limiting example embodiment. A skilled person
may appreciate that any of the above mentioned criteria for
selecting the SIM may be applied alone in combination with
another criterion.

In an embodiment, the apparatus 100 may treat one of the
SIMs 114 as the default SIM and to use the default SIM when
no information indicating otherwise is obtained. For
example, after start-up of the second device 140 or the appa-
ratus 100, the default SIM may be applied unless information,
such as location information, is obtained. The default sub-
scriber identity module may, besides being the starting sub-
scriber identity module, be also the controlling subscriber
identity module, and possibly also the back-up subscriber
identity module.

The apparatus 100 may detect roaming of the second
device 140, and perform the selection of the optimal SIM for
use by the second device 140 such that roaming is avoided.
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In an embodiment, the apparatus 100 may scan the avail-
able networks and select the optimal SIM on the basis of
which networks were found. For example, the apparatus 100
may select the SIM that corresponds to the operator which is
also the provider of the found network (either cellular net-
work or any other type of network, such as WLAN).

In an embodiment, the apparatus 100 may detect if any
subscriber identity module is taken out of the use and instead
at least one more optimal SIM is taken into use. In such case,
in an embodiment, the apparatus 100 may switch on a call
forwarding from the currently applied SIM to one of the more
optimal SIM which is taken into use. With such call forward-
ing (or diversion) an incoming call to a specific, removed SIM
is redirected to the currently used, more optimal SIM.

In an embodiment, the apparatus 100 may perform said
selection of the optimal SIM for use by the second device 140
in two stages, by pre-selecting SIMs that are usable on the
basis of the data relating to the SIMs of the apparatus 100 and
the data relating to the second device 140, and, thereafter, by
selecting at least one SIM for use by the second device 140
from among the pre-selected subscriber identity modules on
the basis of the at least one predetermined criterion. With this
kind of two-stage selection, processing may become simpler,
as the pre-selection removes unfeasible SIMs, whereupon the
final selection may be made among a smaller set of SIM(s).

Regarding the selection of the optimal at least one SIM, the
reader is also referred to previous European patent applica-
tions by the Applicant, the applications having application
numbers 12151906.0, and 12151908.6.

In general, the second device 140 may be any device requir-
ing for connection to the network, such as a mobile phone, a
tablet pc, a portable computer, or a computer. However, the
second device 140 may not comprise the required SIM(s) for
accessing any of the available networks 180. It should also be
noted that some networks 180 may require the existence of a
plurality of SIMs and, therefore, in these embodiments, the
apparatus may select a plurality of SIMs to be applied in the
network connection for the benefit of the second device 140.

In an embodiment, as shown in FIG. 5, the apparatus 100
may be interoperating with another end user device, such as
with a mobile phone 120. The dotted lines denote that the
presence of the mobile terminal 120 is not mandatory, but
rather one possible embodiment. It is also shown that the
second device 500 which requires the utilization of the net-
work connection of the apparatus 100 may comprise a set of
SIMs, similarly as the apparatus 100. In other words, in an
embodiment, the apparatuses 100 and 500 may be of similar
kind, possible provided by the same manufacturer. The SIMs
in both devices 100 and 500 may be prepaid SIMs, wherein
each may correspond to a certain home network/operator. In
an embodiment, a service provider, such as UROS®, has
provided the SIMs to the apparatuses 100 and 500. Although
not mandatory, the second device 500 may also interoperate
with another end user device, such as with a mobile phone
520.

Letus take a closer look on how the apparatus 100/500 may
interoperate with the mobile phone 120/520 by referring to
FIG. 7. FIG. 7 is depicted from the point of view of the
apparatus 100, but a skilled person understands that the same
may be applied between the apparatus 500 and the mobile
phone 520.

As shown, the apparatus 100 may comprise an interface
116 to the SIMs 114. There may also be another interface (IF)
130 to the subscriber identity module 132 possibly located in
the mobile terminal 120. The SIM 132 of the mobile terminal
120 may be the SIM corresponding to the typical or usual
home PLMN, whereas the SIMs 114 in the apparatus 100 may



US 9,100,966 B2

11

correspond to other PLMNSs. The SIMs 114 in the apparatus
100 may, in an embodiment, be prepaid SIMs related to
different home networks with a certain amount of balance
which the apparatus may use for the benefit of itself, of the
mobile terminal 120 or of the second device 140/500. This
may be advantageous so that one of the SIMs in the apparatus
100 may be selected in order to enable communication in a
local home network, instead of roaming, even when traveling.
For example, when the mobile terminal 120 or the second
device 140/500 makes a phone call, data transfer, etc., when
locating outside of the home network of the SIM 132 of the
mobile terminal, the apparatus 100 may apply one of the
SIMs in the apparatus 100 for the purposes of the cellular
communication of the mobile terminal 120 or of the second
device 140/500. The applied SIM may be the one that allows
the mobile terminal 120 or the second device 140/500 to
communicate in the local home network of the selected SIM,
instead of roaming. Thus, the costs of the data transfer may be
reduced.

The apparatus 100 may or may not comprise a battery,
depending on the power requirements of the apparatus 100
and the possibility to obtain electric energy from an external
source such as the mobile terminal 120. Furthermore, both the
mobile terminal 120 and the apparatus 100 may comprise a
wired/wireless standard/proprietary communication protocol
interface 118, 134 enabling two-way communication 136
between the mobile terminal 120 and the apparatus 100. In an
example embodiment, the interface 118, 134 is implemented
as a serial or parallel communication bus, hardware line, an
USB (Universal Serial Bus) cable with appropriate connec-
tors, a SIM bus according to ISO/IEC 7816-3, a wireless
Bluetooth link, a wireless WLAN link, a wireless Wi-Fi
(Wireless Fidelity) link, a serial bus such as UART (Universal
Asynchronous Receiver/Transmitter), 12C (Inter-Integrated
Circuit) or SPI (System Packet Interface).

In an example embodiment, the mobile terminal 120 may
be a mobile phone comprising the default subscriber identity
module 132, a transceiver (TRX) 126 capable of connecting
the mobile terminal to a wireless cellular communication
system, a user interface 128, a battery, at least one control
circuitry (such as a processor) 122 and at least one memory
124 with instructions/program. The instructions, when
executed by the processor 122 may cause the mobile terminal
120 to perform functionalities related to performing data
transfer, phone calls, etc. It may be noted that in the example
embodiment of FIG. 7, the apparatus 100 does not comprise
auser interface ofits own, but the user interaction, if any, may
be performed through the user interface 128 of the mobile
terminal 120. However, in another example embodiment, the
apparatus 100 may comprise a user interface.

Furthermore, the mobile terminal 120 may comprise a
positioning receiver 138 receiving external location informa-
tion, which may be utilized to generate location of the mobile
terminal 120. The positioning receiver 138 may be a receiver
of'a global navigation satellite system (GNSS). Such a system
may be the Global Positioning System (GPS), the Global
Navigation Satellite System (GLONASS), the Galileo Posi-
tioning System (Galileo), the Beidou Navigation System, The
Quasi-Zenith Satellite System (QZSS), or the Indian
Regional Navigational Satellite System (IRNSS), for
example. Besides global navigation satellites, the positioning
receiver 1230 may also determine its location by utilizing
other known positioning techniques. It is well known that by
receiving radio signals from several different base stations, a
mobile phone may determine its location, for example. Such
a positioning receiver may also be equipped in the second
device 140/500 or in the mobile terminal 520 associated with
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the second device 500 for allowing the location of the second
device 140/500 to be acquired.

In an embodiment, the mobile terminal 120 may be seen as
the second device 140 of FIG. 1. The mobile terminal 120, as
the second device 140, may thus need the network access but
the default SIM 132 may not be the required SIM card.
Therefore, it may initiate a search for wireless networks and
come across the apparatus 100, which may have the required
SIM.

In an embodiment, the requirements of the mobile terminal
120 are taken into account when selecting the optimal SIM to
be used.

In an embodiment, as shown in FIG. 5, the second device
500 is also interoperating with a mobile phone, a laptop, a
tablet, etc. in the manner described with respect to FIG. 7.
Therefore, it may be so that the mobile terminal 520 requires
access to the network, but may not do so viathe second device
500. This may be due to lack of certain SIM in the second
device 500. Therefore, the second device 500 may initiate a
search for wireless networks and come across the apparatus
100, which may have the required SIM. In this light it may be
appreciated that any of the data relating to the second device
140/500, which is at least partly used for selecting the optimal
SIM, as described earlier, is obtainable either directly from
the second device 140/500 or from the mobile terminal 520
associated with the second device 500, as shown in FIG. 5.
Thus, for example, the positioning receiver may be present in
the second device 140/500 or in the mobile terminal 520. In
yet another embodiment, the positioning receiver is present in
the apparatus 100 for determining the position of the appara-
tus 100. This may be advantageous as it is the location of the
first device 100 that may matter for determining the local
home PLMN and, thus, affect in the selection of the optimal
SIM. Typically, the devices 100 and 140/500 are relatively
close to each other so that their respective locations in terms
of the local home PLMN is irrelevant, but there may be
situations where the local home PLMN may vary between the
devices 100 ans 140/500.

Let us take a closer look of FIG. 5. As said, the second
device 500 may also comprise a set of SIMs. However, it may
be that the set of SIMs of the second device 500 does not
comprise the SIM(s) required for network access at the given
location. Therefore, the second device may need to apply the
network connection of the device 100. Let us consider a
signaling flow diagram shown in FIG. 6. First, the device
140/500, as the second device in the need of network access,
may in step 600 scan the networks in the area. The device
140/500 may detect that it does not comprise a certain SIM
required for the network access or that no networks are
present in the area. It may even be that the second device
140/500 does have SIMs which would be applicable for the
access of a certain found network but which would require
roaming to take place. In order to save expenses, the second
device 140/500 may decide not to apply the SIM requiring
roaming. Instead, the device 140/500 may have found the
apparatus 100 in the area in step 602. The second device
140/500 may decide to check whether the first device 100 has
the required SIM and whether the second device 140/500 may
utilize the network capacity of the device 100, i.e., apply the
network 180 via the first device 100. Thus, the device 140/500
may transmit a request for network sharing to the device 100
in step 604.

The apparatus 100 may require an identifier of the second
device 140/500 to be received in step 606. The identifier, such
as MAC-address, may be used for identifying the second
device 140/500. In an embodiment, the identifier may indi-
cate that the second device 500 is served by the same service
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provider, such as the UROS®, as the apparatus 100. This may
simplify the identification and authentication of the second
device 500 as the apparatus 100 may immediately identify the
second device 500 based on internal database or based on a
database of a service provider, such as the UROS®. In case
the second device 140 is not of the same kind, the authenti-
cation process may be more complicated and requiring, for
example, access to an identifier database in the network 180.
Upon being able to identify the device 140/500, the apparatus
100 may decide to allow the sharing.

Thereafter the apparatus 100 may in step 608 select the
optimal SIM (or simply apply the previously selected SIM)
according to any of the embodiments and indicate the appa-
ratus 140/500 that the network may be shared in step 610.
Accordingly, the apparatus 100 may forward data transferred
between the network 180 and the second device 140/500 in
step 612.

As used in this application, the term ‘circuitry’ refers to all
of the following: (a) hardware-only circuit implementations,
such as implementations in only analog and/or digital cir-
cuitry, and (b) combinations of circuits and software (and/or
firmware), such as (as applicable): (i) a combination of pro-
cessor(s) or (i) portions of processor(s)/software including
digital signal processor(s), software, and memory(ies) that
work together to cause an apparatus to perform various func-
tions, and (¢) circuits, such as a microprocessor(s) or a portion
of'a microprocessor(s), that require software or firmware for
operation, even if the software or firmware is not physically
present. This definition of ‘circuitry” applies to all uses of this
term in this application. As a further example, as used in this
application, the term ‘circuitry” would also cover an imple-
mentation of merely a processor (or multiple processors) or a
portion of a processor and its (or their) accompanying soft-
ware and/or firmware. The term ‘circuitry’ would also cover,
for example and if applicable to the particular element, a
baseband integrated circuit or applications processor inte-
grated circuit for amobile phone or a similar integrated circuit
in a server, a cellular network device, or another network
device.

The techniques and methods described herein may be
implemented by various means. For example, these tech-
niques may be implemented in hardware (one or more
devices), firmware (one or more devices), software (one or
more modules), or combinations thereof. For a hardware
implementation, the apparatus(es) of embodiments may be
implemented within one or more application-specific inte-
grated circuits (ASICs), digital signal processors (DSPs),
digital signal processing devices (DSPDs), programmable
logic devices (PLDs), field programmable gate arrays (FP-
GAs), processors, controllers, micro-controllers, micropro-
cessors, other electronic units designed to perform the func-
tions described herein, or a combination thereof. For
firmware or software, the implementation can be carried out
through modules of at least one chip set (e.g. procedures,
functions, and so on) that perform the functions described
herein. The software codes may be stored in a memory unit
and executed by processors. The memory unit may be imple-
mented within the processor or externally to the processor. In
the latter case, it can be communicatively coupled to the
processor via various means, as is known in the art. Addition-
ally, the components of the systems described herein may be
rearranged and/or complemented by additional components
in order to facilitate the achievements of the various aspects,
etc., described with regard thereto, and they are not limited to
the precise configurations set forth in the given figures, as will
be appreciated by one skilled in the art.
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Thus, according to an embodiment, the apparatus com-
prises processing means configure to carry out embodiments
of'any of the FIGS. 1 to 7. In an embodiment, the at least one
processor 102, the memory 104, and the computer program
code form an embodiment of processing means for carrying
out the embodiments of the invention.

Embodiments as described may also be carried out in the
form of a computer process defined by a computer program.
The computer program may be in source code form, object
code form, or in some intermediate form, and it may be stored
in some sort of carrier, which may be any entity or device
capable of carrying the program. For example, the computer
program may be stored on a computer program distribution
medium readable by a computer or a processor. The computer
program medium may be, for example but not limited to, a
record medium, computer memory, read-only memory, elec-
trical carrier signal, telecommunications signal, and software
distribution package, for example.

Even though the invention has been described above with
reference to an example according to the accompanying
drawings, it is clear that the invention is not restricted thereto
but can be modified in several ways within the scope of the
appended claims. Therefore, all words and expressions
should be interpreted broadly and they are intended to illus-
trate, not to restrict, the embodiment. It will be obvious to a
person skilled in the art that, as technology advances, the
inventive concept can be implemented in various ways. Fur-
ther, it is clear to a person skilled in the art that the described
embodiments may, but are not required to, be combined with
other embodiments in various ways.

The invention claimed is:
1. A first terminal device having a predetermined network
capacity for communicating with a network, comprising:
a plurality of subscriber identity modules (SIMs); and
at least one processor and at least one memory including a
computer program code, wherein the at least one
memory and the computer program code are configured
to, with the at least one processor, cause the first terminal
device at least to:
cause a reception of information wirelessly from a second
terminal device which is a separate physical entity than
the first terminal device and associated with a different
user than the first terminal device, wherein the informa-
tion indicates a need to utilize the network capacity of
the first terminal device by the second terminal device;
detect an identifier of the second terminal device in order to
enable identification of the second terminal device;
determine whether or not to allow the second terminal
device to utilize the network capacity on the basis of the
identification;
upon deciding to allow the second terminal device to utilize
the network capacity of the first terminal device, apply an
optimal SIM among the plurality of SIMs in accessing the
network to be shared, wherein the optimal SIM is selected
among the plurality of SIMs on the basis of predetermined
criteria and data relating to the second terminal device; and
cause transfer of data between the second terminal device
and the accessed network.
2. The first terminal device of claim 1, wherein the first
terminal device is configured to serve as a wireless hot spot.
3. The first terminal device of claim 1, wherein the identi-
fier of the second terminal device is a medium access control
address.
4. The first terminal device of claim 1, wherein the first
terminal device is further caused to:
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decide not to allow the second terminal device to utilize the
network capacity of the first terminal device upon not
being able to identify the second terminal device.

5. The first terminal device of claim 1, wherein the first
terminal device is further caused to:

verify from the entity responsible of invoicing data trans-

fers with respect to the applied SIM whether or not the
network capacity of the first terminal device with respect
to the applied SIM may be utilized temporarily by the
second terminal device.

6. The first terminal device of claim 1, wherein the shared
network capacity is with respect to a wireless cellular com-
munication network.

7. The first terminal device of claim 1, wherein the first
terminal device is further caused to:

allocate an authentication code to the second terminal

device for accessing the network through the first termi-
nal device.

8. The first terminal device of claim 1, wherein the prede-
termined criteria for selecting the optimal SIM takes into
account data relating to the plurality of SIMs in the first
terminal device and data relating to at least one of the follow-
ing: the first terminal device, the second terminal device, and
a third terminal device interoperating with the first terminal
device.

9. The first terminal device of claim 8, wherein the data
relating to the second terminal device indicates at least one of
the following: location of the second terminal device, country
code of the second terminal device, time with respect to the
second terminal device, date with respect to the second ter-
minal device, day of the week with respect to the second
terminal device, information of available operators with
respect to the second terminal device, information of avail-
able networks with respect to the second terminal device, type
of the second terminal device, model of the second terminal
device, info about applications in use or used in the second
terminal device.

10. The first terminal device of claim 1, wherein the pre-
determined criteria for selecting the optimal SIM comprises
selecting the optimal SIM on the basis of network coverage
criterion, available services criterion, quality of service crite-
rion, costs of using the subscriber identity module criterion,
location criterion.
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11. The first terminal device of claim 1, wherein the plu-
rality of SIMs comprises prepaid SIM cards.
12. The first terminal device of claim 1, wherein the entity
responsible of invoicing data transfers with respect to the
applied SIM is a service provider of the first terminal device
100, and wherein the first terminal device is further caused to:
detect, on the basis of the identifier of the second terminal
device, that the service provider of the second terminal
device is the same as that of the first terminal device;

identify the second terminal device, on the basis of the
device identification information accessible by the first
terminal device.

13. A method, comprising:

causing, by a first terminal device, a reception of informa-

tion wirelessly from a second terminal device which is a
separate physical entity than the first terminal device and
associated with a different user than the first terminal
device, wherein the information indicates a need to uti-
lize the network capacity of the first terminal device by
the second device, wherein the first terminal device has
a predetermined network capacity for communicating
with a network;

detecting an identifier of the second terminal device in

order to enable identification of the second terminal
device;

determining whether or not to allow the second terminal

device to utilize the network capacity on the basis of the
identification;
upon deciding to allow the second terminal device to utilize
the network capacity of the first terminal device, apply
an optimal subscriber identity module (SIM), among a
plurality of SIMs in accessing a network to be shared,
wherein the first terminal device comprises the plurality
of SIMs and the optimal SIM is selected among the
plurality of SIMs on the basis of predetermined criteria
and data relating to the second terminal device; and

causing transfer of data between the second terminal
device and the accessed network.

14. A computer program product embodied on a non-tran-
sitory distribution medium readable by a computer and com-
prising program instructions which, when loaded into an
apparatus, execute the method according to claim 13.
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